alkido
Just try it yourself

Start f()r Fre < 1 platform to secure code, cloud, & runtime
\ Find and fix vulnerabilities +ast automatically

Get developers back to building

Ly aikido.dev
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P Pro plan

Roland Demo Org

Feed
Autofix
Snoozed
Ignored e+

Solved 98+

Repositories 47
Containers 10
Clouds 4

Virtual Machines 1
Domains & APIs 9

Zen 7

Integrations

Reports

Total Findings Aikido Refined 1

No bullsh*t security for devs

4200 200 —96%

Aikido traige reduced false positives by 96%

160 critical 227 medium
307 high 167 low

Aikido.dev

6033 Solved Issues

All findings Aikido refined ( All types w S/

Name

Root account should have MFA enabled
Blind NoSQL injection via $where operator

org.springframework.boot:spring-boot-starter-w

Attacker can inject own code to run

rack
Attacker can trigger DOS-attack

Crigins should be verified during cross-<iigin co.
in wpml-language-per-domain-<so.js

org.springframework.data:spring-data-gommons
ttacker can inject extra unwinted content or code

<\/ All-In-One Platform>

Issue Types

Location
Open-source Dependencies

i ST = AWS Cloud

5 Infrastructure As Code

Exposed Secrets & https://sovulnerable.fly.dev

DAST / Surface Monitoring

Mobile issues = java-demo

Malware Issues
End-of-life Runtimes _
= railsgoat

Access Controls

License Issues

£\ Grmcal = ACCESS-NYC

= java-demo

83 New Issues

2384 Auto Ignored

N\
( Actions v |

Status Assignee Autofix
£ Open task

€ Bart + 3 more

Ignore

c ) Bart + 3 more

Snooze

PR Open 1 (&f* ) Bart + 3 more

Task Open

Task Open

Generating Autofix PR

Aikido has opened a PR for this issue on your behalf.
View PR -

v/ Al Autofix




